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 Key questions which may highlight a potential risk Level of 

risk 

(L,M,H) 

Action taken to mitigate risk Owner RAG 

1 Students accessing extremist material in school Low IT filters in use at all times (SENSO) 

making accessing unsuitable material 

very difficult. Tracking software allows 

staff to log any attempts to access 

extremist material and identify students. 

The academy’s ICT policy sets our clear 

guidelines for students and staff on the 

use and misuse of ICT equipment. 

Mobile phones are not allowed to be 

used in the academy which reduces 

access to 3G/4G networks. Key pastoral 

staff know who the LA PREVENT lead is 

and how to contact them. 

SLG 
 

IT 

Manager 

DSL 

Deputy 

DSL 

YMs 

All staff 

 

2 Students accessing extremist material outside school Low Tutor time sessions and assemblies 

focus on the dangers of extremism, 

SLG  
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   educating students about the risks and 

what to do if they find or are encouraged 

to access extremist material. E-safety 

information is provided to all students on 

a regular basis. 

DSL 

 

Deputy 

DSL 

 

YMs 

 

3 Students expressing extreme views or encouraging 

others to behave extremely 

Low Pastoral system understood by all 

students, and they are confident to 

disclose to key staff. Staff aware of 

PREVENT and dangers of extremism 

and report using the embedded yellow 

‘Cause for Concern’ form. Relevant Staff 

know who to refer to eg Channel, 

Safeguarding Police, LA PREVENT 

Officer, MAST should they have any 

concerns 

SLG 

DSL 

Deputy 

DSL 

YMs 

 

4 The school becoming associated with extremist 

groups 

Low External bookings carefully checked that 

they are not affiliated with extremism. 

Policies in place to deal with staff, 

students or visitors who express 

extremist or anti-British sentiments. All 

concerns are passed to the relevant 

agency eg Channel, LA PREVENT 

Officer, Police 

SLG 

DSL 

Deputy 

DSL 

 

YMs 
 

Senior 

Admin 
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Key Actions: 
 
 

 
 Action Point Timescale Staff Responsible 

1. Ensure staff are kept up to date 

with PREVENT and can 

recognise potential warning signs 

of radicalisation 

Annually  
(Year round safe card visual) 

SLG 

DSL 

2. Ensure ICT filters and policies 

protect students, staff and visitors 

from extremist material (SENSO) 

Annually IT Manager 

3. Ensure students are aware of 

dangers and what to do if they 

feel at risk of radicalisation 

Assembly programme, ICT 

curriculum, Tutor programme 

updated annually 

SLG 

SWT 

YMs 
 
FTs 

4. Discuss students at risk of 

radicalisation during safeguarding 

meetings(Where applicable)  

Weekly Safeguarding Team 

SLG 

5. Update risk assessment Annually SLG 

6. Consider external bookings, 

checking not affiliated with 

extremism 

Ongoing SLG 
 

Senior Admin 

 


